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Citrix XenApp/XenDesktop Deployment on Citrix Cloud
1. To get started, you first need to create a Citrix Cloud account, which can be requested through the following url – onboarding.cloud.com 
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2. Request the – XenApp and XenDesktop Service – in dashboard landing screen.  Click on – Request Trial.     
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Enroll the Citrix Cloud Connector server(s)

1. The Citrix Cloud Connector is a component with a collection of Windows services installed on Windows Server 2012 R2 or Windows Server 2016.
2. Make sure we understand the requirements as per https://docs.citrix.com/en-us/citrix-cloud/citrix-cloud-resource-locations/citrix-cloud-connector/technical-details.html#system-requirements
3. Visit https://citrix.cloud.com and sign in with the credentials you received in the email from Citrix Cloud. The Citrix Cloud management console appears.
4. To connect your VDA’s in any deployment, you need to install at least one Citrix Cloud Connector server.

5. From the menu button in the upper left corner, select Resource Locations.
6. On the Resource Locations page, click Download to download the Cloud Connector software.
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To connect to your resources,

download and install the Citrix Cloud Connector.

What is a connector and why do | need it?

Prerequisite Installation Guide
.........
Deploy Download Install Refresh
Deploy atleast two Windows Server Copy the program file to your Launch the file and enter your Once the installation is
2012 R2 or Windows Server 2016 machines. Citrix Cloud user name and complete, click Refresh.

machines to your Active Directory. password.




7. Install the Cloud Connector on a dedicated machine running Windows Server 2012 R2 or Windows Server 2016. This machine must be joined to your domain and able to communicate with the resources that you want to manage from Citrix Cloud.
Important

A. Do not install the Cloud Connector, or any other Citrix components, on an Active Directory domain controller.

B. Do not install the Cloud Connector on machines that are part of other Citrix deployments (for example, Delivery Controllers in a Virtual Apps and Desktops deployment).
Citrix Virtual Apps and Desktops Service

Install VDAs

1. Each machine that delivers applications and desktops to users must have a Citrix Virtual Delivery Agent (VDA) installed on it. If you’re using a master image to provision VMs, install a VDA on the master image. 

2. For a Remote PC Access deployment, install a VDA for Desktop OS on each physical office PC. You can use your existing Electronic Software Distribution (ESD) methods.
3. Refer https://docs.citrix.com/en-us/citrix-virtual-apps-desktops-service/install-configure/install-vdas.html for details instructions of VDA installation.

4. You create a master image on your hypervisor or cloud service to be used for the provisioning. In addition to installing apps or desktops on the master image, you install a VDA. Each machine that is provisioned using that master image contains that VDA.
Citrix Machine Catalog 

1. Sign in to Citrix Cloud. In the upper left menu, select My Services > Virtual Apps and Desktops.

2. Click Manage.

3. If this is the first catalog being created, Studio guides you to the correct selection (such as “Set up the machines and create machine catalogs to run apps and desktops.”). The catalog creation wizard opens and walks you through the items described below.

4. If you already created a catalog and want to create another, select Machine Catalogs in the Studio navigation pane. Then select Create Machine Catalog in the Actions pane.

5. Refer https://www.youtube.com/watch?v=U5cIx_Uvtts for detailed video of how to create catalog.

Citrix Delivery Group

1. Sign in to Citrix Cloud. In the upper left menu, select My Services > Virtual Apps and Desktops.

2. Click Manage.

3. If this is the first Delivery Group being created, the console guides you to the correct selection (such as “Set up delivery groups to be displayed as services”). The Delivery Group creation wizard opens and walks you through the items described below.
4. If you already created a Delivery Group and want to create another, select Delivery Groups in the Studio navigation pane. Then select Create Delivery Group in the Actions pane.
6. Refer https://www.youtube.com/watch?v=lBhIxXqjNIE for detailed video of how to create delivery group.

On Premises Storefront and Gateway Configuration

Storefront Configuration: 

1. For details on configuring an on-premises StoreFront, see the StoreFront documentation.

2. For transport, select HTTP and port 80. The StoreFront machine must be able to directly access the Cloud Connector through the FQDN (fully qualified domain name) provided. 

3. The Cloud Connector must be able to reach the Cloud NFuse/STA URL at (https://<customername\>.xendesktop.net/Scripts/wpnbr.dll and ctxsta.dll).
4. Add Cloud Connectors as Delivery Controllers for high availability.

Recommendation

Use the most recent version of StoreFront.

External access via Citrix Gateway on premise:

To provide external access through Citrix Gateway and on-premises StoreFront:

1. Set up Citrix Gateway as in a usual deployment with authentication and session policies. See the Citrix Gateway documentation for more information.

2. Point your on-premises StoreFront Store’s Delivery Controllers to the Citrix Cloud Connectors. Bind Cloud Connectors as STA servers to Citrix Gateway.

3. The Citrix Gateway must use the same STA URLs as StoreFront. If the gateway is not already configured to use the STA of an existing Citrix Virtual Apps and Desktops environment, Cloud Connectors may be used as a STA.
Internal access
To provide internal access through an on-premises StoreFront, point the on-premises StoreFront store’s Delivery Controllers to the Citrix Cloud Connectors.

Launch via internal or external access
To provide external and internal access through Citrix Gateway and on-premises StoreFront:
1. Set up Citrix Gateway as in a usual deployment (with authentication and session policies). See the Citrix Gateway documentation for detailed configuration.
2. Bind Cloud Connectors as STA servers to Citrix Gateway.
3. Point on-premises StoreFront Store’s Delivery Controllers to the Cloud Connectors.

Initial login from a PC from a publicly accessible URL e.g. https://apps.client.com 
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Applicatons on a PC
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Same experience on mobile device – public URL
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Architecture in brief

Target application will be installed and published on Citrix Virtual Apps application servers which is also are terminal servers.   Secure Access is enabled by Gateway VPX.
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Conceptual Architecture - Citrix Cloud Virtual Apps and Desktops Service
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